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Attack Sensors 
• 69M attack sensors 
• Thousands of events per 

second 

Spam/Phishing 
• 5M decoy accounts 
• 8B+ email messages/day 
• 1.4B+ web requests/day 

Vulnerabilities 
• 60,000+ vulnerabilities 
• 16,500+ vendors 
• 43,000+ products 
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Global Intelligence Network 

Malware Activity 
• >180M client, server, 

gateways monitored 
• Global Coverage 
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Big Data Analytics 
• 4 trillion rows/ 150 TB 
• 55,000 added every 

second 
• 13.8 billion files 
• 21.3 billion URLs 

 



Cyber Threat Overview 
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Cyberespionage 
Malicious Insider  

Internet of Things  

Data Breaches 

Mobile & Social 

Ransomware 
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Scareware 
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Ransomware 
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Ransomcrypt 



Ransomware 
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500% increase  
in Ransomware attacks in 2013 
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Critical Infrastructure 
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Common Attack Types 
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Web-based Attacks 
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Internet of Things 



Best Security Practices for Business 

12 Carleton University – Technology Innovation Management Program 



Questions 
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